The Bharat Sc
Surf Smart- Stay Safe Online Guidelines
Connect. Protect. Respect

1)  Don’t post any personal information online – like your address, email address or mobile number on    social websites.
2) Think carefully before posting pictures or videos of yourself.  Once you’ve put a picture of yourself    online most people can see it  and may be able to download it, it’s not just yours anymore. Please change the settings and make your photos visible to “Friends” only if you wish it to not accessed by unknown people.
3) Keep your privacy settings as high as possible.
4) Never give out your passwords- never share your passwords with anyone be it anyone. Change your password in every two months. Always make a unique password which is a mixture of various letters, symbols, and numericals. Don’t use personal information to create a password as it can be easily guessed by anyone. 
5) Don’t befriend people on social media you don’t know.
6) Think carefully about what you say before you post something online as everything we post is adding to our digital footprint.
7) Always use an Anti-virus software for you phone and computer to protect your system from virus and hackers. 
8) Please keep learning about new ways to connect with the world through internet and also about new software’s to protect your mobile, computer and personal information on web!
Internet, if used safely for knowledge, is a very powerful medium to educate ourselves and others. We can connect to anyone in the world for common social causes and make this world a better place. 
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